
Understand your Salesforce solution’s security 
vulnerabilities and how well your solution aligns 
to Salesforce best practices, relative to your 
organizational risk appetite.

95% of all cyber security issues can be traced back to human error. And these days, it’s a 
matter of when not if your solution is targeted. Therefore, your Salesforce solution must be 
resilient to ensure it supports achievement of your business outcomes while keeping the 
door closed to malicious actors. While Salesforce is one of the most secure and trusted 
software platforms available, the implementation and operation of your Salesforce solution 
and data management can create inadvertent vulnerabilities. 

Brooke takes an outcome driven approach to assess the security of your Salesforce solution, supporting 
you to maximise return on investment and ensure your organisation’s resilience to cyber intrusion. 

Our Salesforce Cyber Security Assessment compares your solution to Salesforce best practices, 
determining whether the way you use Salesforce creates any vulnerability to an adverse cyber security 
event. It delivers an actionable set of recommendations anchored to the organisation’s risk appetite. 

How our solution delivers value to you

Confidence your 
Salesforce solution and 
how the system is used 
within your organisation 
is resilient to cyber 
intrusion

Protection for 
your valuable data

Deeper understanding 
of the current cyber 
landscape, to inform 
future system change

Improved risk 
posture, with 
enhanced 
reputation 
and trust

Peace of mind 
for you and your 
customers

Why choose Brooke?

We are Public Sector industry experts, with deep experience in Australian Federal and State 
Government and Agencies

Consulting-led, delivering 60+ digital transformation implementations over the past 6 years

We take a collaborative approach that builds your capability

We have never had a failed project because we know how to make projects work

Very satisfied clients, with a Salesforce CSAT rating of 4.8/5 

SALESFORCE CYBER SECURITY 
ASSESSMENT

Have you considered the 
repercussions of a cyber 
breach?



Brooke’s approach to Salesforce Cyber Security Assessments 

1. Client 
Consultation & 

Delivery

2. Preliminary 
Assessment with 

Client

3. Detailed 
Assessment

4. Compilation of 
Brooke’s Findings

5. Executive 
Summary 
Playback

6. Final 
Assessment 

Documentation 
Shared

Working with your team, Brooke will gain a baseline understanding of your business, your data and 
your Salesforce implementation, including your organisation’s appetite for risk. We will conduct an 
initial review with you, then conduct a thorough assessment of your Salesforce production environment 
to discover any vulnerabilities and potential entry points for cyber threats, and test your alignment to 
Salesforce best practices. This is an ‘inside out’ assessment, the opposite of a penetration test.

Based on the assessment findings, Brooke will surface technical and business risks to your organisation, 
and provide guidance on suggested remediation activities and any immediate action that is required. 
This positions your business to be resilient and adaptive in the dynamic cyber threat landscape, and 
prevent potential cyber incidents.

Want to know more?

If you want an independent assessment of the security 
of your Salesforce solution and how your team uses it, 
please contact Ross Hutchison 
rosshutchison@brooke.global for a discussion on how 
Brooke can support your needs. 

www.brooke.global

Who is Brooke?

Brooke is a leading consultancy driven to help clients think differently about solving their complex 
business challenges, implementing business wide change through digital transformation. Australian 
owned, we typically work with Government and Public Sector clients who value our collaborative and 
human centred approach to problem solving.

As a trusted partner to Salesforce and MuleSoft, our depth of expertise and experience spans 
requirements development, design, build, implementation, change management and managed support 
services. We have deep specialisation in how to achieve the best results from these technology stacks.


